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Abstract: The Second Payment Services Directive introduced new services into the European Union
legal system—Payment Initiation and Account Information Services. These services are based
on payment accounts already opened and maintained for customers by the Account Servicing
Payment Service Provider (bank, payment institution, electronic money institution). The Account
Services Payment Service provider performs AML/CFT verification of the account holder and
applies customer due diligence measures to the account holder, such as identifying beneficial owners,
obtaining information on the purpose and intended nature of the business relationship, and ongoing
monitoring of the business relationship. Payment Initiation and Account Information services are
therefore provided to a previously verified client and based on the payment account currently
maintained for him. European Union law does not clearly specify whether a Third-Party Service
Provider offering Payment Initiation or Account Information Services is obliged to re-apply financial
security measures to customers. The aim of this article was to perform a legal analysis of the
regulations and soft law acts in force in the European Union and to answer the question. The
purposive (teleological) and linguistic-logical (grammatical) methods of interpretation of regulations
were used for the analysis. The structure of the legal system of the European Union as a civil law
(code law) system was taken into account. This article shows that in the current legal situation, there
is no doubt that Third-Party Service Providers are obliged entities in terms of AML/CFT law and
are obliged to apply the AML/CFT to customers using Payment Initiation and Account Information
services. However, the degree to which customer due diligence measures have to be applied varies
depending on the adopted model of providing Payment Initiation and Account Information services.
Third-Party Service Providers will be obliged to apply financial security measures in cases where
the relationship between the customer and the service providers will have a continuing character.
In the case of occasional provision of services, when the transaction value does not exceed a certain
threshold, the supplier may only perform simplified customer verification. In particular, this applies
to Payment Initiation service models, where the Payment Initiation Service Provider works for
merchants, enabling them to accept payments for goods and services sold. In such a model, the
Service Provider has a continuous relationship with the merchant but only performs an occasional
transaction for the user. The analysis also allowed for the conclusion that European Union law,
including that in the draft phase, does not regulate in a sufficiently precise manner when a given
model of Account Services and Payment Initiation Services may be treated as based on an occasional
transaction. This made it possible to formulate a de lege ferenda request to include this issue in the
proposal for an EU Regulation on the prevention of the use of the financial system for the purposes

of money laundering or terrorist financing.
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1. Introduction

One of the directions of civilization’s progress over the last dozen or so years has been
the use of technology to provide financial services. This has resulted, on the one hand, in a
change in the current, traditional model of financial services, and on the other hand, in the
creation of new services. In the European Union, these changes were accompanied by a kind
of deregulation. The banks’ monopoly on offering cash settlements was gradually “broken”.
In 2007, the First Payment Services Directive introduced a new type of financial service-
providing entity into the EU legal system—payment institutions. Payment institutions are
entities based in the EU/EEA and authorized by the relevant supervisory authorities of a
given Member State. They are authorized to perform monetary settlements, which in the
nomenclature of EU law are called payment services. In addition to payment institutions,
as a result of the adoption of the Electronic Money Directive, electronic money institutions
have become entities that can provide payment services and issue electronic money.

The next stage of “breaking the banks” monopoly” was the adoption of the Second
Payment Services Directive [1] (“PSD2”) in 2015. This directive introduced, among others:
the concept of Third-Party Payment Service Providers (“TPPs”) and two new payment
services: Payment Initiation Services (“PISs”) and Account Information Services (“AISs”).
Both services consist in making existing infrastructure available in the form of bank accounts
and payment accounts operated by banks, payment institutions, and electronic money
institutions to other entities in order for these entities to provide their own services to
customers. The entity maintaining the account is called the Account Servicing Payment
Service Provider (“ASPSP”). Payment Initiation Services simply means that the end user
initiates, through a third party providing the Payment Initiation Service (TPP), a payment
from his/her account maintained by the ASPSP. Account Information Services, in turn,
enable end users, through a third party (TPP), to obtain information about the payment
account maintained for them by the ASPSP.

Each entity offering payment accounts in the EU/EEA is obliged to provide TPPs
with the technical ability to use these accounts by offering Payment Initiation Services and
Account Information Services to end users. The introduction of these two new payment
services is accompanied by increased risks regarding money laundering and terrorist
financing. It is primarily related to the actual “extension” of the chain of payment service
providers—by adding a third party (AISP and PISP). An order to execute a transaction or a
request for information is placed through a third party. It should be noted, however, that
the TPP does not establish a relationship with a “new”, unverified end user. The end user
already has a relationship with the entity maintaining the account—the ASPSP (the user’s
bank, payment institution, or electronic money institution). As a consequence, the need
for repeated AML/CEFT verification of a given client by the second service provider—the
TPP—becomes questionable. This issue is not precisely regulated in the current or proposed
EU law. On the one hand, there is a natural need to provide financial services as safely as
possible. On the other hand, the regulatory burden should not be excessive. However, it
seems that the currently applicable regulations enable their rational application based on
the interpretation of the concept of occasional transaction within the meaning of AML/CFT
regulations. Qualification of a given transaction as occasional would make it possible, after
assessing the risk of a given solution, to waive the use of certain financial security measures,
such as customer due diligence. This, in turn, would simplify the customer journey for
“occasional” products and therefore enable more consumer-friendly business models. The
aim of this article is to analyze the models of operation of Account Information Services
and Payment Initiation Services as well as the provisions of European Union law and soft
law acts regulating these services. This will enable determining the scope of application
of AML/CFT regulations to the provision of these services and answering the question
of whether, in the case of Payment Initiation Services and Account Information Services,
another AML verification of the client by Third-Party Providers is needed.

The first part of this article presents the materials and research methods used for
further analysis. The literature on the subject is cited, relating both to AML/CFT and
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more broadly—covering FinTech and Banking as a Service issues. Next, the regulation of
Payment Initiation Services and Account Information Services as two payment services
introduced by the Second Payment Services Directive is explained. In the subsequent part,
the concept of an occasional transaction as well as AML/CFT obligations related to the
execution of occasional transactions are analyzed. The diagrams present Payment Initiation
Services and Account Information Services, provided as occasional transactions and on the
basis of continuous business relationships. The last part presents findings as well as de lege
ferenda conclusions.
For greater clarity of the text, the author uses the following acronyms:

AML/CFT Anti-Money Laundering and Combating the Financing of Terrorism
Directive (EU) 2015/848 of the European Parliament and of the Council
AML Directive of 20 May 2015 on the prevention of the use of the financial system for

the purposes of money laundering or terrorist financing
Proposal for a Regulation of The European Parliament and of the Council

?i)/[;_OIs{:lgulatlon on the prevention of the use of the financial system for the purposes of
money laundering or terrorist financing

AlSs Account Information Services

AISP Account Information Service Provider

ASPSP Account Servicing Payment Service Provider

CRR Regulation No. 575/2013 on prudential requirements for credit
institutions and investment firms

DLT Distributed Ledger Technology

EBA ML/TF Risk ML /TF Risk Factors Guidelines from March 1, 2021, issued by the

Factors Guidelines European Banking Authority

EU European Union

EU/EEA European Union and European Economic Area

FATF Financial Action Task Force

KYC Know Your Customer

PISs Payment Initiation Services

PISP Payment Initiation Service Provider

PSD2 Second Payment Services Directive

SEPA Single Euro Payments Area

TPP Third-Party Provider

2. Materials and Methods

The analysis made in this research paper is of a legal nature. Therefore, economic
aspects were treated as auxiliary and this work does not contain an analysis of specific
market applications. The aim is to find an answer to the question of whether and under
what circumstances European Union law requires re-verification of customers” AML when
providing payment initiation services and account information services. This will also allow
for us to set directions for future European Union law regulations. Therefore, the legal
provisions of the European Union were analyzed, in particular, Directive (EU) 2015/848 of
the European Parliament and of the Council of 20 May 2015 on the prevention of the use of
the financial system for the purposes of money laundering or terrorist financing [2] (“AML
Directive”). The analysis also included proposed legal acts—Proposal for a Regulation of
The European Parliament and of the Council on the prevention of the use of the financial
system for the purposes of money laundering or terrorist financing [3] (“AML Regulation
Proposal”). Legal regulations issued at the international level, in particular those issued
by the Financial Action Task Force (FATF), were also analyzed. Also important are the
acts of the so-called soft law, which, although not binding, affect the interpretation of legal
events, such as the ML/TF Risk Factors Guidelines from March 1, 2021, issued by the
European Banking Authority [4] (“EBA ML/TF Risk Factors Guidelines”). In relation to
the analysis of regulations, the purposive (teleological) and linguistic-logical (grammatical)
methods of interpretation were used. The analysis methods have been adapted to the
civil law (code law) system in force in the European Union. As a consequence, court
decisions were not analyzed as sources of law, and there are no court decisions issued on
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the basis of acts that would concern the issue of Account Information Services and Payment
Initiation Services and “occasional transactions”. The available literature on the subject
was also analyzed.

The issue of treating payment initiation and account information services data as occa-
sional transactions within the meaning of the European Union AML/CFT law has not been
analyzed in the literature so far. However, there is extensive literature on legal regulations
classified as FinTech. Models based on electronic wallets are being developed. These wallets
were initially based on cooperation models with Mobile Network Operators [5]; currently,
they largely use Payment Initiation Services and account information services as the basis
for providing services to customers and have been covered by the PSD2 regulation [6].
Another possibility of using Account Information Services and Payment Initiation Services
are the so-called Banking as a Service models, also called white-label banking [7,8].

In these models, which can also be used for Payment Initiation Services and Account
Information Services, the entity that holds the license “lends” it to other entities that can
offer Payment Initiation Services and Account Information Services using their own brand
and customer base. In the case of Banking as a Service, two structures are possible. In
the case of the first structure, the bank provides services using its own license, directly
concluding an agreement with the client regarding the services of maintaining payment and
savings accounts; issuing payment cards; ordering payments, including through payment
initiation; granting loans; and obtaining access to accounts. In this case, FinTech can
provide a customer service application as well as acquire customers. In the case of the
second structure, the FinTech itself holds a license and provides services on its own behalf.
The bank provides FinTech with access to infrastructure, such as payment systems. This
model provides, for example, virtual IBANs or SEPA indirect participation services [9,10].

On the one hand, AML/CFT law is intended to protect the interests of customers, but
on the other hand, it should not inhibit the development of new banking services. Excessive
AML/CFT obligations are also often criticized by entities obliged to apply them [11]. Also,
in the perception of consumers, services such as Account Information Services, on the
one hand, are perceived positively, but on the other hand, consumers perceive the risk
associated with them [12]. The literature indicates that new services help reduce the costs
of international expansion. At the same time, however, they extend supply chains, which
is also a regulatory challenge [13]. On the one hand, open banking brings benefits such
as enhanced consumer choice and market competition, but on the other hand, it causes
exposure to security vulnerabilities and privacy risks [14].

With respect to AML/CFT law, after the adoption of the PSD2 regulations, general
doubts were raised regarding the treatment of AISPs as obliged entities and, therefore,
the need for them to apply AML/CFT regulations [15]. As of today, this issue is no
longer raised and TPP compliance with AML/CFT regulations is not questioned [16],
which is also confirmed in the EBA ML/TF Risk Factors Guidelines. The literature also
indicates that it is necessary to decide whether TPPs, due to the limited scope of their
activities, are obliged to monitor transactions performed by other providers and report
above-threshold transactions or suspicious transactions, or whether this obligation rests
solely with providers performing these payment transactions [17]. With regard to Account
Information Services, the position is presented that their provision requires customer due
diligence, which may, however, be simplified [18]. Additionally, it is indicated that the legal
infrastructure for new financial products introduced by PSD2 reinforces a technological
opportunity to simplify the KYC and AML procedures that currently limit underserved
populations’” access to banking services [19].

There is still no legal certainty regarding the possibility of occasionally providing
Payment Initiation Services and Account Information Services, which has not been clearly
resolved in the applicable regulations.

This issue is addressed fragmentarily in recital 34 of the proposed Regulation of The
European Parliament and of The Council on the prevention of the use of the financial
system for the purposes of money laundering or terrorist financing. This regulation is
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intended to replace the current AML Directive and national legal acts issued pursuant to
its implementation. It also applies to areas that have so far been regulated fragmentarily,
such as cryptocurrencies, where the shortcomings of the existing regulation in the current
V AML Directive have been pointed out in the literature [20].

In the AMLR draft, the European legislator indicates that in the case of certain models
of providing payment initiation services, the obliged entity’s customer for the purpose of
AML /CFT rules is the merchant, and not the merchant’s customer. Therefore, customer
due diligence obligations should be applied by the obliged entity vis-a-vis the merchant.
Unfortunately, it is only a recital, not the main text of the legal act, and it only applies to Pay-
ment Initiation Services. Hence, organizations representing TPP indicate the need to clearly
regulate this issue in the proposed AML Regulation [21]. They argue that recital 34 should
clearly indicate that a payment initiation service provider that provides its services to
merchants should be obliged to perform customer due diligence only on merchants. These
demands are right and should also be taken into account in relation to the occasional
provision not only of Payment Initiation Services but also of Account Information Services,
and in the content of the regulation, not only in its recitals. Additionally, it should be taken
into account that, as part of international cooperation, through the Financial Action Task
Force, individual countries have also committed to applying a risk-based approach to the
construction of national legal systems for counteracting money laundering. This also ap-
plies to law-making in the European Union. FATF Recommendations were introduced into
the first AML Directive, and then successively—into subsequent EU AML directives [22]. A
risk-based approach means that countries, when introducing AML/CFT requirements, are
obliged to take into account the nature, scale, and risks of certain activities [23]. Payment
Initiation Services and Account Information Services should be provided in a way that
ensures their compliance with AML/CFT regulations. However, legal regulations should
not be excessively restrictive. This could negatively affect innovation and availability of
services provided. Additionally, as it is indicated, modern technologies do not prevent the
creation of effective systems for counteracting money laundering and terrorist financing. In
particular, architecture and DLT features can be used as an instrument for the construction
of such systems [24].

3. Account Information Services and Payment Initiation Services

Both Account Information Services and Payment Initiation Services are introduced
into the EU law by PSD2. Account Information Service is defined as an online service to
provide consolidated information on one or more payment accounts held by the payment
service user with either another payment service provider or with more than one payment
service provider. It can be provided by a so-called Account Information Service Provider.
An Account Information Service Provider can be a “traditional” payment service provider
like a payment institution or a credit institution. It can also be a payment service provider
offering only Account Information Services. In this case, various exemptions from licensing
requirements are possible in line with Art. 33 PSD2. Payment Initiation Service is defined
as a service to initiate a payment order at the request of the payment service user with
respect to a payment account held at another payment service provider.

The Payment Initiation Service may be provided by entities with the status of a
payment service provider, in particular payment institutions. Payment Initiation Service
Providers and Account Information Service Providers are also referred to as Third-Party
Providers (TPPs). Both services are based on gaining access to the user’s payment account
maintained by his payment service provider—the so-called Account Servicing Payment
Service Provider (ASPSP). The Account Servicing Payment Service Provider is obliged to
provide the TPP with access to accounts maintained for users, in the form of a separate
interface or adaptation of the customer interface. Therefore, in each case when a provider
offers payment accounts to individual or business customers in the EU/EEA, these accounts
should be “PSD2 passive”, i.e., available for inquiries sent by the TPP. The ASPSP has no
right to charge fees from the TPP for obtaining information about the client’s account or for
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initiating payments from such an account. However, the ASPSP and TPP may conclude
agreements specifying a special method of providing such services. It is also possible to
determine additional services that the TPP will provide to customers using the data held
by the ASPSP (with the consent of these customers).

4. AML Requirements and the Definition of Occasional Transaction

Before offering any of the financial services in EU/EEA, including Account Infor-
mation Services and Payment Initiation Services, the financial institutions are obliged to
apply the appropriate AML customer due diligence measures. These measures differentiate
depending on the kind of customer-service provider relationship. According to the AML
Directive, the measures comprise (a) the identification of the customer and verification of
their identity on the basis of documents, data, or information obtained from a reliable and
independent source; (b) identifying the beneficial owner and taking reasonable measures
to verify that person’s identity; (c) assessing and, as appropriate, obtaining information
on the purpose and intended nature of the business relationship; (d) conducting ongoing
monitoring of the business relationship including scrutiny of transactions undertaken.
The service providers shall also verify that any person purporting to act on behalf of the
customer is so authorized and identify and verify the identity of that person.

However, recognizing the difficulties in performing customer due diligence and lower
risk associated with certain types of relationship, the AML Directive sets forth some
exceptions. One of these exceptions relates to occasional transactions, amounting to up
to EUR 15,000, whether the transaction is carried out in a single operation or in several
operations that appear to be linked. Therefore, all occasional transactions above EUR 15,000
trigger the obligation to perform customer due diligence, including the obligation to identify
the customer on the basis of relevant documents.

The AML Directive does not comprise the definition of an “occasional” transaction.
It is used in the context as being outside a “business relationship”. Business relationship
is defined as a business, professional, or commercial relationship that is connected with
the professional activities of an obliged entity and that is expected, at the time when the
contact is established, to have an element of duration.

If a given transaction is considered an “occasional” transaction and its value does
not exceed EUR 15,000, the supplier has the right to waive the application of financial
security measures. On the one hand, this theoretically means a higher AML/CFT risk,
but on the other hand, it greatly simplifies offering the product to the customer and their
“customer journey”.

5. Two Models of Payment Initiation Services and Account Information Services

Both Payment Initiation Services and Account Information Services, with regard to the
payment service user, can be provided either in a model of continuous business relationship
or as an occasional transaction.

The following figure describes the possibility of forming the relationship between the
service provider and service user as a continuous business relationship.

In the diagram described (Figure 1), the provider remains in a continuous business
relationship with the payment service user. Typically, it will provide the user with a
mobile or web application, thanks to which the user will be able to repeatedly order
payment transactions via Payment Initiation Service or receive information about his or
her account with another provider via Account Information Service. This information, for
example, may be useful for collective financial management. Inquiries addressed to the
Account Information Service Provider or Payment Initiation Service Provider are repetitive.
However, the legal relationship between the user and the Payment Initiation Service
Provider or Account Information Service Provider may also be different than initiating
payments or obtaining information about the account. This may be, for example, providing
digital content or a financial management application. In accordance with the principles of
Account Information Service and Payment Initiation Service design, the Payment Initiation
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PIS
Payment Services
Provider

Service Provider or Account Information Service Provider does not have a contractual
relationship with the Account Servicing PSP. In the described case, individual orders for
Account Information Services and Payment Initiation Services cannot be treated separately
and as one-off activities that could be classified as an occasional transaction. The provider’s
idea is to establish a relationship with the client that has an element of durability.

PIS, AIS Continuous business relationship :
Payment Services e.g. providing & multi-functional moblle application Payment Services
Provider providing PIS, AIS services User

e Payment account
ag’mm‘

Account Servicing
PSP

Figure 1. Continuous relationship including PISs, AISs.

However, with respect to Payment Initiation Services used in e-commerce, the rule
will be to structure Payment Initiation Services in such a way that the Payment Initiation
Service Provider will not remain in a continuous business relationship with the payment
service user. This type of relationship is presented in the next diagram (Figure 2).

Continuous business relationship
e.g. permanent contract for providing & payment gateway

Merchant

Oocasional Occasional contract for providing
ccasional

0ds of services
contract for individual PIS go ; o

transaction o '
O v

Payment services
A User

Payment Account
Agreement

Account Servicing
Payment Services
Provider

Figure 2. Occasional PIS transaction.

In the presented diagram (Figure 2), the Payment Initiation Service Provider offers its
services to merchants as one of the methods of accepting payment for goods and services
sold by merchants. The Payment Initiation Service Provider establishes a continuous
business relationship with merchants. However, in relation to users, the Payment Initiation
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Service Provider does not establish a continuous business relationship, but only concludes
contracts for a single payment transaction. The relationship between provider and client
is devoid of any element of durability. The provider cannot assume in advance that it
will also provide subsequent transactions to the user according to predetermined rules.
Therefore, these are occasional Payment Initiation Service transactions according to the
AML Directive.

Similarly, in the case of Account Information Services, it is also possible to provide
these services on an occasional basis. This will take place in every case when the user’s
use of the Account Information Service is limited to a one-time service of obtaining and
providing the user with data. This structuring of Account Information Services is also
acceptable, as shown in Figure 3 below.

AIS Occasional AIS transaction :
. - Payment Servi
Payment Services ©.g. obtaining a payment transaction statement ayl eUt ces
Provider from a payment account ser

e Payment account
agreement

Account Servicing
PSP

Figure 3. Occasional AIS transaction.

In the presented diagram, the user only occasionally uses Account Information Services
and does not have a permanent contractual relationship with this provider. The user
has a lasting contractual relationship—a payment account agreement—with the Account
Servicing Payment Service Provider.

6. Findings

In the current legal situation, there is no longer any doubt that PISPs and AISPs
are obliged entities within the meaning of the AML Directive and other EU AML/CFT
regulations. These entities are financial institutions within the meaning of both the AML
Directive and Regulation No. 575/2013 on prudential requirements for credit institutions
and investment firms (CRR) [25]. As obliged entities, PISPs and AISPs are obliged to apply
AML financial security measures, particularly to identify their clients and determine their
beneficial owners.

As shown in the figures above, both Payment Initiation Services and Account Infor-
mation Services in the payment service provider—payment service user relationship can be
structured as a continuous business relationship or as an occasional transaction.

Continuous business relationships will be more appropriate for Account Information
Services. In this case, services are directed to users and the AISP is interested in having
a long-lasting relationship with the users. This may be obtaining transaction history for
the purposes of the credit process, confirming customer data during AML verification, or
providing an application that enables financial management.

In the case of Payment Initiation Services, a continuous business relationship will
occur mainly in the case of offering users a multifunctional app, as well as in the case of a
Payment Initiation Service Provider directing services to merchants, which will be aimed at
enabling merchants to accept payment for goods and services sold. In the case of online
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payments, merchants will be particularly interested in a seamless user experience in which
there will be no additional e-identification requirements [26].

The applicable legal provisions at the EU level do not specifically address the qual-
ification of Payment Initiation Services and Account Information Services as occasional
or continuous. The EBA ML/ TF Risk Factors Guidelines indicate that in the specific case
where the PISP has a business relationship with the payee for offering payment initiation
services, and not with the payer, and the payer uses the respective PISP to initiate a sin-
gle or one-off transaction to the respective payee, the PISP’s customer for the purpose
of these guidelines is the payee, and not the payer (18.8 a). For Account Information
Services, according to the EBA Guidelines, the customer is the natural or legal person
who has the contract with the AISP. This can be the natural or legal person who holds
the payment account(s) (18.8 b). In such a case (see Figure 2 above), all obligations set
forth in Clauses 18.12-18.15 of the Guidelines relating to customer due diligence (enhanced,
standard, and simplified) refer not to the end user initiating payment but to the merchant
to whom the service (enabling payments) is provided.

At the same time, in line with the data minimization principle known from personal
data protection law [27], the EBA ML/TF Risk Factors Guidelines indicate that where data
which might be of importance for AML/CFT purposes is not available to AISPs and PISPs
in the context of PSD2, the guidelines do not require that AISPs and PISPs proactively
request such information (feedback on responses to Guideline 18). For occasional Payment
Initiation Service transactions, the legal ground for collecting information about the end
user is the Payment Initiation Service itself. Then, according to Art. 66 Sec. 3 (f) PSD2, it
is not possible for a Payment Initiation Service Provider to request from the end user any
other data than those required for the performance of the Payment Initiation Service. It can
be even argued that in the “occasional” Payment Initiation Services model, it is even not
legally allowed to ask the user for more information. Further, according to the EBA ML/TF
Risk Factors Guidelines (18.9), the type of data available to PISPs and AISPs will depend,
inter alia, on the specific service offered to the customer, with the explicit consent of the
payment service user and which is necessary for the provision of their services.

According to the AML Directive (art. 11 b ii), in the case of occasional transactions,
customer due diligence measures have to be applied only if the customer is (i.a.) carrying
out an occasional transaction that amounts to EUR 15,000 or more, whether that transaction
is carried out in a single operation or in several operations that appear to be linked. As
a consequence, for both Payment Initiation Services and Account Information Services,
regarding occasional transactions under normal circumstances, no customer due diligence
towards the user is required.

This interpretation of the regulations seems rational. The basis for using Account
Information Services/Payment Initiation Services is that the user has a payment account.
Consequently, each user is treated as a client of the Account Servicing PSP. This is a
continuous business relationship, so the user is subject to “full” AML verification by the
Account Servicing Payment Service Provider. Therefore, in the case of occasional use of
Payment Initiation Services and Account Information Services, the requirement for repeated
AML verification by the PISP or AISP would be redundant.

With regard to occasional payment initiation transactions, the EU legislator, in recital
34 to the draft Regulation of the European Parliament and of the Council on the preven-
tion of the use of the financial system for the purposes of money laundering or terrorist
financing, directly indicated that some business models are based on the obliged entity
having a business relationship with a merchant for offering payment initiation services
through which the merchant is paid for the provision of goods or services, and not with
the merchant’s customer, who authorizes the payment initiation service to initiate a single
or one-off transaction to the merchant. In such a business model, the obliged entity’s
customer for the purpose of AML/CFT rules is the merchant, and not the merchant’s
customer. Therefore, customer due diligence obligations should be applied by the obliged
entity vis-a-vis the merchant. Regardless of the conclusions presented above, including
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the discussed issue only in the introduction to the regulation (recital 34 to the draft AML
Regulation), and only in relation to Payment Initiation Services, is insufficient. Recitals for
regulation do not in themselves constitute sources of law. Additionally, they ignore the
issue of occasional provision of Account Information Services. Clarification of the indicated
issues is important from the point of view of Account Information Services and Payment
Initiation Services business models and the simplicity of the solutions offered to customers.
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